American Health Information Community 

Workgroup on Chronic Care

Summary of the Web Conference held March 22, 2006

(3rd Web Conference of This Workgroup)

1.  Call to Order
Co-Chairs Tony Trenkle (representing Dr. Mark McClellan of CMS) and Brian Devore (representing Dr. Craig Barrett of Intel) called the meeting to order shortly after 1:00 p.m.
2.  Review Call-in procedures and FACA guidelines

Workgroup members were briefed on the call-in procedures. Dr. Karen Bell noted that as a Federal Advisory Committee the Workgroup is subject to FACA guidelines. She explained that members of the public can access meetings materials, minutes, and any documents that have been thoroughly vetted by the Workgroup and are ready for recommendation to the American Health Information Community (the Community). Dr. Bell noted, however, that working documents under consideration by members of the Workgroup are not available to the public.

Dr. Bell explained that members of the Workgroup may be asked to give presentations in other venues. In these circumstances Workgroup members are free to present anything that is considered public information.  However, information that is still in deliberation or discussion should be withheld.    

3.  Introduction of participants 

Workgroup members and designees were introduced. (See the list of participants at the end of this document.)
4. Remarks by Dr. David Brailer, National Coordinator for Health Information Technology

Dr. Brailer began by thanking the Workgroup members and Co-chairs for their contributions to the work of the Community. He noted that during their March meeting, members of the Community had a substantive discussion on the topic of chronic care, which focused on producing visible short term results while laying a foundation for long term progress. Dr. Brailer remarked that chronic care represented an area in which technology could help us move from a treatment paradigm to a prevention paradigm. 
Dr. Brailer stated that Workgroup members had significant work to do before the Community’s May meeting, including developing specific actionable recommendations to make to the Community. He reminded members that the Workgroup is not an operational body, but rather it is an advisory body. Dr. Brailer suggested that in its role as an advisory body, the Workgroup should not limit itself to making recommendations strictly to the Federal Government. Instead, he noted, it should give advice to “any other constituent or segment of the industry,” including consumers, doctors, and health plans. 
Dr. Brailer closed by urging the Workgroup members to keep a narrow focus on their specific charge. He noted that the Workgroup’s recommendations would eventually lead to achieving the broad charge defined for the group. 
6.  Action Item Follow up
Dr. Bell reviewed the Action Items from the Workgroup’s previous meeting.

· Put together a list of potential opportunities based on the existing infrastructure that is currently implemented around the country with respect to secure messaging. – Dr. Bell noted that this list is well underway and would be ready to share with Workgroup members within two weeks.

· Forward Chronic Care use case to infrastructure contractors. – Dr. Bell noted that use cases for each Workgroup have been forwarded to the infrastructure contractors and explained that a meeting would be scheduled between the contractors and members of the Workgroups to address crosscutting issues.

· Draft a summary of the Workgroup’s activity and a project management overview – Dr. Bell stated that the project management overview has been deferred because of the importance of developing high-level recommendations.

· Present an overview of possible solutions that can be implemented in the next year. – Dr. Bell explained that today’s meeting would include a series of speakers who would address possible solutions and tools for the Workgroup’s consideration and discussion.

· Determine if CMS currently has programs working with RHIOs – Tony Trenkle reported that CMS is not currently working with RHIOs.

Dr. Bell closed by presenting the following timeline for developing the Workgroup’s recommendations to the Community at its May meeting:

· April 14, 2006: Draft of initial high-level recommendations

· April 14, 2006: ID outstanding issues and plan for resolution during another workgroup meeting

· Week of April 17, 2006: Draft detailed recommendations in letter format

· Week of April 24, 2006: Share with Work Group for review and editing

· May 1, 2006: Finalize letter and slide recommendations

7.  Recap of AHIC presentation
Speaking for Dr. Mark McClellan, Tony Trenkle noted that the Community provided feedback on the issue of leveraging existing programs for secure messaging during their March meeting. Members of the Community discussed secure messaging as a part of overall Health IT and as a single or separate approach. Mr. Trenkle also commented that reimbursement was identified as a major issue during the Community meeting.  Lastly, Mr. Trenkle noted that another point raised during the Community’s discussion of chronic care was that of getting patients involved by showing the opportunity for patients to save and providing incentive for adoption.
8.  Series of Presentations regarding Private Sector Issues
Outlines of the presentation are provided below. Each outline is followed by a summary of the subsequent questions and comments from Workgroup members. The full presentations can be found on the Workgroup website.

Joanne Lynn, M.D., Rand Corporation and CMS, Chronic Care Populations: Their needs and HIT opportunities    

· Clinicians first categorize patients according to age, gender, and disease.  
· Practice management, on the other hand, requires categorization by setting. These settings include but are not limited to hospitals, doctor’s offices, nursing homes and hospices.
· Combining these categorizations creates a grid showing the intersections of specific diseases and care settings. Unfortunately this grid does not address patients with multiple chronic conditions, a population which accounts for a substantial fraction of medical costs.

· A better concept of care involves grouping patients into categories such as healthy, maternal and infant, acutely ill, chronic conditions, stable disabled, and three end of life situations.   The population within each category has similar provider needs, as exemplified by the following three end of life trajectories.  
· In the first end of life trajectory (depicted on a graph in which the y-axis represents function and the x-axis represents time) the patient, possibly stricken with incurable cancer, progresses for some time at a relatively high level of function until a steep decline in function, often occurring in less than two months, ends in death, in a hospice or hospital setting.  
· In the second end of life trajectory, often experienced by those with heart and lung failure, the patient experiences steady function decline marked by instances of sharp drops representing hospitalizations and rebounds in function, which require frequent monitoring.    
· In the third end of life trajectory, experienced by those with multifactoral frailty, patients experience continuous functional decline until death. The time of this trajectory is variable but can take up to 6–8 years and involves home care, nursing homes, and multiple caregivers.

· Just as hotels are designed to fit the priorities of the most likely populations and customized for individuals as needed, health care can be designed around the needs of these population groups.

· The Institute of Medicine has identified 6 aims for care. These aims state that care should be safe, effective, efficient, patient-centered, timely, and equitable. Applied to the populations with chronic conditions, each one of these aims for care presents opportunities for Health IT. 

· There are several common themes for Health IT across populations. These themes include improved patient safety, decreased administrative burden, remote access to care, reliable communication, among others.

· There remain outstanding issues with regard to Health IT. These include governance (who controls data flow?), financing, privacy and security, prioritization, and system redundancy and back up.

Questions and Comments 

Jay Sanders noted that in her slide displaying care settings, Dr. Lynn’s final column was labeled “etc.” He suggested that the most important care setting is not the doctor’s office but where patients “live and work.” He noted that, for him, seeing a patient in his office can be considered a failure of the care process. He commented that the group needed to get away from viewing care from a structural standpoint in favor of a more continuous model. Dr. Lynn agreed that continuity of care was important and that  care where people “live and work” may be appropriate for most segments of the population, but that the majority of people at the end of their lives spend a great deal of time in hospitals or in nursing home care.

Brian Devore asked if there was a way to breakdown the population designated as “healthy” in Dr. Lynn’s presentation. He suggested that there might be a “huge percentage of population, which we could label pre-chronic or pre-diagnosed chronic conditions.” Dr. Lynn explained that the categories we grouped according to the health care needs of each population. While a large percentage of the “healthy” population may be at risk for developing chronic conditions, their current health care needs are different from those diagnosed with and being treated for chronic conditions. 

One Workgroup member added two points: 1) With advances in genetics, the concept of being “healthy” will be redefined. 2) There is a group of “healthy people” who do not know that they actually have chronic conditions. He closed by stating that it is difficult to “really define what healthy means and put a number to it.” Dr. Lynn answered that the strength of the categories she laid out stems from the fact that they focus on “questions that are useful” with regard to the health care needs of the population despite the questions raised by the Workgroup member.   

Michael Barr, M.D., American College of Physicians, Primary Care: Meeting the needs of the chronically ill
· “The advanced medical home model acknowledges that the best quality of care is provided not in episodic, illness-oriented, complaint-based care – but through patient-centered, physician-guided, cost-efficient, longitudinal care that encompasses and values both the art and science of medicine.”
· The advanced medical home model has several key attributes, including but not limited to the ability to organize the delivery of care, coordinate care in partnership with patients and families, provide enhanced and convenient access to care, and identify and measure key quality indicators.

· The framework for reimbursement within an advanced medical home model “acknowledges the value of both providing and receiving coordinated care” and “aligns incentives so that patients would choose medical practices that deliver care according to these concepts.”
· The elements of this framework for reimbursement include an incremental strategy for reimbursement, coordination of care, adoption of Health IT, and remote monitoring of clinical data.

· Secure messaging provides enhanced communication. Examples of communications using secure messaging are non-urgent clinical advice, scheduled follow-up “visits”, Coaching for self-management plans, questions from family members, automatically generated remote monitoring messages.

Questions and Comments

Mary Naylor thanked Dr. Barr for his presentation and commented that her team at the University of Pennsylvania has been testing models of advance practice nurse/physician collaboration. She noted that trial findings from studies of the models have demonstrated improved quality and decreased cost. Dr. Barr stated that the advanced medical home model emphasizes team-based care and encourages collaboration between different types of providers. 
Joe Gifford of the Regence Group expressed some concern about the advanced medical home model unevenly redistributing revenue among primary care physicians. He posed a hypothetical question: What if one third of primary care providers are good at chronic care and have the infrastructure to support the medical home model while the other two thirds of primary care physicians lose patients and revenue because they cannot use the model? Mr. Gifford suggested that this potential problem be consider a barrier. Dr. Barr acknowledged that Mr. Gifford’s was “a complicated question.” Dr. Barr stated that the ACP would be concerned about any measure that disenfranchised primary care physician but commented that there are costs to be taken out of the current system that could lead to a redistribution of revenue. 

Dr. Bell asked what percentage of current health care spending currently goes to primary care physicians, and where savings would come from in the model discussed by Dr. Barr. Dr. Barr responded that he did not have the cost statistics in front of him but noted that there is a negative correlation between cost and quality, which the advanced medical home model aims to improve. Jeff Rideout added that in Cisco’s experience with Health IT, secure messaging has been shown to offset the cost of more expensive office visits.       
Giovanni Colella, M.D., Relay Health, Use of Secure Messaging in Commercial Populations: What is billable and results from Blue Shield of California pilot study on secure messaging
· Relay Health launched a partnership with Blue Shield of California in 2000. Relay Health’s secure messaging service is currently being used by 5,800 doctors and 53,000 patients. 

· Within the Relay Health program, WebVisit online doctor visits are a reimbursable service. The program includes several services which are free to consumers, including personal health records, automated chronic care reminders, prescription refill and renewal requests, appointment requests, referral requests, and lab results reporting.

· The value proposition for payers includes healthcare cost savings, market differentiation and innovation, member satisfaction and retention, and improved relations with providers.
· The value proposition for providers includes office efficiency, clinical productivity, revenue potential, patient satisfaction, and interoperability with other IT systems.

· Conclusions: Physician adoption has been the biggest challenge. Interoperability with other systems is imperative.  Public payer (CMS) support in addition to that provided by the private payor sector would have a dramatic effect on adoption and impact.
Questions and Comments  
Joyce Dubow asked if patients could access the complementary services provided by the Relay Health system without using the webVisit feature. Dr. Colella answered that this was possible at the physician’s discretion. As a follow up question, Ms. Dubow asked about Relay Health’s experience with older persons. Dr. Colella responded that patients over 65 years old are the fattest growing user population of the Relay Health system.
Mohan Nair asked Dr. Colella to identify which “Blues” are currently partnered with Relay Health. Dr. Colella responded that Empire, Blue Cross Blue Shield of Massachusetts, Blue Cross Blue Shield of Florida, and Blue Shield of California currently partner with Relay Health. Addressing the question of value, Mr. Nair asked Dr. Colella to identify “the two or three immediate return elements” of the system. Dr. Colella identified time savings, improved access, and an “unquantifiable” piece of mind that patient users get from the system as the principal values. Dr. Jay Sanders added that literature reveals that telemedicine has shown enhanced patient compliance and a reduction in hospitalization. Mr. Nair thanked Dr. Sanders for his point but added that literature does not drive patient adoption. He asked the group to consider how to enable patient adoption. 

Brian Devore suggested that employers might be in a position to spur patient adoption.   
John Linkous, American Telemedicine Association, Evaluation Methodologies for Telehealth and Secure Messaging

· Three factors are typically considered when evaluating remote health service: access, cost, and quality. All three factors interrelate.
· There are four categories of cost that need to be considered with regard to secure messaging: patient cost, provider cost, payer cost, and community cost

· There are three factors for evaluating quality with regard to secure messaging: diagnostic accuracy, timeliness, and appropriateness.

· There are three factors for evaluating access: timeliness, contact with primary provider, contact with specialists.

· Rating the perception of secure messaging is critical in telemedicine. Evaluating perception involves looking at both patient and provider acceptance. 

· There are critical questions to answer before beginning an evaluation of secure messaging related to what should be evaluated and how:
· Evaluate the concept of secure messaging to decide whether the service should be reimbursable or evaluate ongoing secure messaging services to facilitate program improvements?
· Evaluate secure messaging as a means of triage or as a tool for follow up care?
· Should secure messaging be compared to traditional forms of delivery or is secure messaging distinct from these forms of delivery?
· What about tradeoffs? It is dangerous to focus on cost alone because there can be tradeoffs between cost and quality of care.
Questions and Comments

Joyce Dubow suggested that more evidence is needed with respect to access and quality. Dr. Sanders cited a study of a tele-homecare project in California that focused on a patient population with chronic illnesses. That study showed that the difference in cost for home care between the test group using tele-homecare services and the control group not using the technology was not significant. However, the overall medical costs of the test group were approximately half those of the control group during the study period. The cost savings was attributed to a “dramatic reduction in hospitalization” among members of the test group
Returning to Ms. Dubow’s comment about the need for further evidence, Mr. Linkous noted that it is difficult to address telemedicine as a whole, because there is significant variation among services that fall under the heading of telemedicine. Some types of telemedicine are supported by evidence demonstrating their efficiency and cost-savings while others are not.      

Daniel Sands, M.D. Beth Israel Deaconess Medical Center and Harvard Medical School, Zix Corporation, Guidelines for use of Electronic Communication
· Guidelines form the foundation on which policies are built. The way in which providers actually practice is in turn influenced by policies. The relationship between guidelines, policy, and practice can be expressed graphically as a pyramid.

· There are several sets of published guidelines for secure messaging in longitudinal care, developed by organizations including American Medical Informatics Association (1998), Mass Health Data Consortium (1999), Kaiser Northern California (1999), AMA, and Medem (updated 2005)

· There are medico-legal polices for secure messaging, including understanding the appropriate vs. inappropriate use of communications technology, using Web messaging or encrypted email when practical, providing e-care only to patients who agree to this form of communication, documenting patient agreements in record, saving messages in patient’s record.

· There are social and practical polices as well, including routing messages to appropriate personnel, informing patients that other staff or providers might read messages, establishing and enforcing message turnaround time, including prior communications thread in message replies, keeping one topic per message, and revoking access of patients who breech policies.

· Secure messaging has both administrative and clinical uses. Administrative uses include prescription refill, appointment requests, and managed care referrals. Clinical uses of secure messaging include non-urgent medical issues, monitoring, agenda setting, and post-visit follow up.

· Inappropriate uses of secure messaging include medical emergencies, time sensitive issues, communication of bad news, and sensitive issues.    
· Dr. Sands closed by sharing two quotes from patients expressing their satisfaction with secure messaging.

Questions and Comments 

Referencing Dr. Sands’ last two slides, Dr. Sanders suggested that when considering adding value for the patient, Workgroup members should be mindful of the “sense of social interaction” that secure messaging provides patients, especially elderly patients.  Dr. Sands agreed with Dr. Sanders’ comments. Dr. Sands noted that some physicians worry that elderly patients will overwhelm them with frequent e-mails if they are given access to a secure messaging system. He noted, however, that in reality this abuse of the system “doesn’t really take place.” Dr. Sands added that in his organization’s experience for every 100 patients registered in a system, less than one message per day is generated for a physician. Dr. Colella commented that while Relay Health experiences higher rates of message generation, patients do not abuse the secure messaging system. Dr. Colella also echo Dr. Sanders’ point that one of the biggest values patients derive from secure messaging is the piece of mind they get from the ability to easily communicate with their providers.
Mr. Nair asked Dr. Sands what behavior changes need to take place among consumer and providers to establish effective “e-visits” and traditional doctor’s office visits. Dr. Sands responded that both patients and providers need to learn how to use secure messaging effectively, just as many providers have learned to use the telephone in their practices. Learning how to use secure messaging involves identifying situations in which it is useful as well as situations in which another approach would be more effective. Paul Nichol added that it would be useful to identify early adopters of secure messaging in order to learn from their experience what behavior changes are required on the part of patients and providers.  Dr. Sanders commented that secure messing is part of a general overall change in the way people communicate using new technology.
Mr. Nair voiced concern that an already “broken” health care system could be further damaged unless behavioral shifts accompanying the advance of secure messaging occurred, allowing for the system to be “healed.” He argued that speeding up communication between patients and their providers does not necessarily improve the quality of the communication, and expressed his hope that an environment could be created in which the consumer is empowered to make decisions with the physician.
Ms. Naylor asked if Dr. Sands had information about the use of secure messaging among patients with multiple chronic conditions. Specifically she asked if patients with multiple chronic conditions received conflicting recommendations from their various providers. Dr. Sands noted that he had not studied the issue specifically, but offered as “anecdotal evidence” that in his own experience the coordination of messages among multiple providers for a single patient had not been a problem.

Susan McAndrew, J.D., HHS Office of Civil Rights, HIPAA Issues
Before beginning her presentation, Ms. McAndrew noted that she could speak with authority on what the HIPAA privacy rule would cover in terms of the secure messaging. She added, however, that the topic of how secure messaging needs to be protected is outside of her expertise, noting that this issue is in the purview of CMS.  
She noted that the HIPAA privacy rule would protect information obtained by a covered health plan or covered provider. She explained that not all providers are covered by the privacy rule, but added that a provider who engages in electronic transactions would be subject to HIPAA regulations. Ms. McAndrew stated that the “good news” is that the privacy rule would not impede the forms of secure messaging discussed by the other presenters, noting that there is no barrier preventing a provider from telling a patient about his our her own medical information.

Ms. McAndrew explained that the privacy rule does not make distinctions based on the means of communication so that secure messaging does not raise privacy issues beyond those raised by face-to-face or phone communication. She also noted the privacy rule does not make distinctions based on the sensitivity of information, with the possible exception of psychotherapy notes.
9.  Begin process of developing recommendations
Dr. Bell led the Workgroup in a discussion of 5 high-level recommendation concepts derived from previous Workgroup meetings. Dr. Bell emphasized that the recommendation concepts were not final and were meant to serve as discussion topics. She asked the members to consider each recommendation concept to determine whether or not it should be embraced and developed in the coming weeks. The recommendation concepts are provided below, followed by a summary of the Workgroup’s discussion on each item.
Develop an evidence base for informed reimbursement policies in both the public and private sectors
One Workgroup member suggested that the statement presupposed that there ought to be reimbursement. He suggested that the Workgroup should approach the question of reimbursement “agnostically” to determine whether or not it is appropriate. Dr. Bell responded that it is difficult to determine whether or not reimbursement is appropriate without a strong evidence base. The Workgroup member asked if developing the evidence base would require a survey. Dr. Bell responded that the specifics of a recommendation to develop an evidence base were not yet clear and would need to be developed in the coming weeks. Mr. Trenkle suggested that the Workgroup avoid the question of whether or not to reimburse and focus on deciding whether or not to recommend developing an evidence base for making informed reimbursement policy regardless of eventual outcomes. 
Consensus: Workgroup Members agreed to keep the recommendation concept and refine it over the coming weeks.
Develop and adopt specific and auditable guidelines for reimbursement of secure messaging

Ms. Dubow suggested that this recommendation concept prejudged the response to the first recommendation concept. Mr. Trenkel agreed and added that there was no need to develop this item as a separate recommendation before developing an evidence base. Jay Sanders suggested that this concept was perhaps a subset of the first.
Consensus: Workgroup members agreed that this item should not be developed as a separate recommendation but that it should be considered with regard to the recommendation concept for developing an evidence base.

Provide HIPAA security guidance targeted to secure messaging
Several workgroup members voiced their support for developing this recommendation. Tony Trenkle indicated that there may already be sufficient guidance in this area, that was not well publicized.  He would research this within CMS and provide a recommendation to the workgroup as to whether this would be a necessary recommendation for the AHIC.    
Develop and promulgate position on decreased malpractice risk and costs associated with use of secure messaging, using endorsed guidelines
One workgroup member proposed combining this recommendation concept with the next one. 
Address State-based licensure issues that pose challenges to providing remote care
The workgroup member suggested that this concept and the one above could be covered by a broad recommendation to review the perceived and actual barriers to secure messaging. Dr. Bell voiced her approval for the Workgroup member’s suggestion and added that perhaps an explicit review of barriers and enablers to secure messaging could be added as an additional recommendation concept. Tony Trenkle offered that if the Workgroup chose to express the last two items on the list as one broad recommendation concept, the concept should explicitly mention malpractice and State licensure since those specific issues came up in previous discussion.
Mr. Nair suggested that the Workgroup consider either within the current recommendation concepts or as a new concept the cultural issues surrounding the adoption of secure messaging. Specifically, he was interested in addressing the behavior change required of both the providers and patients. Dr. Sanders raised the issue of the “digital divide” with respect to secure messaging, noting the potential for negative feelings among those who do not have access to secure messaging technology. Dr. Bell suggested that the Workgroup look at facilitators and barriers associated with the issue of literacy. Mr. Nair endorsed this approach.
Consensus: Develop a recommendation concept around exploring facilitators and barriers associated with health literacy. This concept would address the issue of required behavior change.

As a point of clarification, Ms. Naylor asked if the Workgroup was including nurse practitioners and other care providers in its references to providers. Workgroup members agreed that the term “providers” was not limited to physician providers.

Consensus: Workgroup members agreed that the term provider would be understood as any health care professional caring for a patient
Mike Crist from Laboratory Corporation of America suggested that the Workgroup develop an additional recommendation concept stating that standards for secure messaging should allowing for interoperability with EHRs.  
Consensus: Workgroup members agreed to develop a recommendation concept around the interoperability of secure messaging technology.

10.  Next Steps
Dr. Bell briefly describing the Workgroup’s timeline for developing its recommendations for the Community’s May meeting. She noted that the members of the Workgroup must draft a letter to the Secretary of DHHS by May 1, 2006. The letter will lay out high-level recommendations for enabling the adoption of secure messaging. She clarified that today’s meeting was not intended to draft the final language of the recommendations to the Secretary but to outline the concepts for those recommendations

11.  Public Input
Tom Leery from HIMS asked what elements of the Workgroup’s discussion he could share with members of his organization. Dr. Bell responded that anything that transpired during the call is considered public information.

12.  Adjourn
The meeting was adjourned at 5:10 pm.
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