American Health Information Community 

Workgroup on Chronic Care
Summary of the Web Conference held February 23, 2006

(2nd Web Conference of This Workgroup)

1. Call to order 

Co-chairs Craig Barrett of Intel and Tony Trenkle, representing Mark McClellan, of the Centers for Medicaid and Medicare Services (CMS) officially called the meeting to order shortly after 1 p.m. 

2. Review call-in procedures

Members were briefed on the call-in procedures.
3. Introduction of participants

Meeting participants were introduced. (See the list of participants at the end of this document.)
4. Remarks by Dr. Barrett and Mr. Trenkle

Dr. Barrett began by reviewing the Workgroup’s charge:

· Broad Charge for the Workgroup: Make recommendations to the American Health Information Community (the Community) to deploy widely available, secure technology solutions for remote monitoring and assessment of patients and for communication between clinicians about patients.  
· Specific Charge for the Workgroup: Make recommendations to the Community so that within 1 year, widespread use of secure messaging, as appropriate, is fostered as a means of communication between clinicians and patients about care delivery.
Dr. Barrett noted that one of the Workgroup’s primary tasks is to identify barriers to achieving its specific charge. He explained that these barriers could include financial, legal, communication, capability, and interoperability issues. Mr. Trenkle reminded the group that its recommendations to the Community ought to foster, within a year, widespread use of secure messaging between patients and clinicians. Mr. Trenkle added that in addition to identifying barriers to secure messaging the Workgroup should focus its discussion on outcomes. 
5. Brief review and discussion of critical criteria, development of specific charge, and recommendations for March 7 (Introduction of Options document)
Karen Bell briefly clarified the agenda items 6, 7, and 8. She said the group should focus on a very specific charge, or possibly the implementation of that charge, in order to illuminate the barriers to widespread use of the approach to that charge. Dr. Bell explained that people have been using secure messaging and remote sensing here and there, but widespread adoption is limited by a number of factors. Once the group can identify those limiting factors in sufficient detail, they will be able to suggest recommendations for how to address them. 
Dr. Bell reminded the group that its recommendations would be presented to the Community at its March 7 meeting. She briefly described the template that would be used for the presentation of the recommendations, noting that the presentation should include a list of enablers to accomplish the Workgroup’s specific charge and identify any open issues the Workgroup has not resolved. 
Dr. Bell directed the Workgroup members to adhere to the specific critical criteria described in the Background and Options Briefing as they developed recommendations to address their specific charge. These criteria state that recommendations should: 

· Be feasible to implement in 2006
· Accomplish the specific charge while “facilitating a path” to the broad charge of deploying widely available and secure technology solutions for remote monitoring and assessment of patients

· Illuminate the significant policy and technical barriers that must be resolved to achieve breakthrough success
· Deliver value to the consumer over the next 1–2 years

·  Leverage all stakeholders while appropriately balancing expectations, responsibilities, and authority (recommendations should not favor one part of the market over another)
· Be aligned with the breakthrough activities of the Consumer Empowerment, Electronic Health Record, and Biosurveillance Workgroups.    

Continuing to discuss the Background and Options Briefing document, Dr. Bell explained that the Workgroup needed to define the scope of secure messaging in its recommendation to the Community. She proposed the following three types of secure messaging for Workgroup members to consider, noting that other types of secure messaging exist as well:
1. Secure e-mail is not necessarily limited to patients with a single chronic illness and is proven to improve care indices in both commercial and Medicare aged populations. It can include online scheduling and prescription renewal functions. Secure e-mail is not reimbursed by Medicare. 

2. Personal health records (PHRs) shared with disease management vendors or provider groups provide easy access to information, reminders, prompts, and guidance without necessarily having to go through the primary clinician. PHRs direct patients to seek care in the office setting as needed. PHRs are generally limited to specific populations defined by payers as being high risk (based on claims data). 

3. Automatic telemetry of key data (e.g., patient weights, blood glucose readings) from monitoring device to clinician are limited in scope of what can be communicated and rely on clinicians to assess and respond in alternative ways. This type of automatic telemetry is limited market at present. 

After describing the types of secure messaging open for consideration, Dr. Bell described three potential approaches for addressing the specific charges of the group:
· The Disease-based Approach, in which secure messaging is offered to a population of patients with a specific disease, recognizing that the most prevalent conditions may not be ones that disease management companies currently support
· The Geographic or Provider-based Approach, in which the ability to engage in secure messaging with patients is offered to selected physicians in a particular geographic area
· Linking secure messaging to other services, such as prescription renewal and scheduling and/or use of electronic “clipboard” and medication list.
Dr. Bell briefly discussed the pros and cons of each approach. She noted that the disease-based approach would be easy to evaluate from a payer perspective and would meet the scope of the Workgroup’s specific charge. However, she cautioned that this approach is difficult to implement from a provider’s point of view, because it creates inconsistent workflows. She also noted that a strictly disease-based approach would not control for environmental factors. Dr. Bell’s most important caution with respect to the disease-based approach was that many patients suffer from multiple chronic conditions which need to be treated in concert.

Dr. Bell suggested that the provider-based approach offered an opportunity to engage interested physicians who would use secure-messaging technology across a large number of patients. She noted that this approach could be leveraged in areas where secure messaging is supported by commercial payers, thereby involving another group of key stakeholders in the breakthrough activities. One challenge presented by this approach, Dr. Bell explained, is that it requires a large number of participating physicians to stratify results by population type.  
Lastly, Dr. Bell commented that linking secure messaging to other services has been demonstrated to increase the use of the technology. She added that combining messaging with other services would increase administrative efficiency for providers and likely increase patient satisfaction. She noted, however, that in linking secure messaging to other services, it is difficult to distinguish the value and return on investment of secure messaging as from the benefits of other elements of care.      
Dr. Bell closed by identifying certain general issues with respect to secure messaging that had been identified during the previous Workgroup Web Conference. The issues included financing, the authentication of patients, and medical-legal risks.
6. Discussion and final decisions for specific charge recommendations

Dr. Barrett and Mr. Trenkle led a robust discussion on the breakthrough options introduced by Dr. Bell. 

One Workgroup member asked if there was an assumption that providers using secure messaging would have access to EHRs. Dr. Bell answered that while it would be optimum for all providers being considered to have EHRs, secure messaging is not dependent on an EHR. The Workgroup member suggested that it would be easier to pilot a secure-messaging program in EHR-enabled environments but agreed that the two were not mutually dependant. 
Jay Sanders of Global Telemedicine Group pointed out that, as a clinician, he considers secure messaging to be an important part of the care process. Dr. Sanders noted that an office visit can be seen as a sign of failure in the care process, highlighting the fact that secure messaging can be a component of ongoing care “keeping that patient out of the office, out of the ER, [and] out of the hospital.” He emphasized the importance of making sure “that everybody understands that the majority of secure messaging is a very integral, very important part of the overall care process.”   
CMS and Group Health Models

Herb Kuhn explained that CMS has two programs in place that use secure messaging both between care management groups and patients and between patients and physicians. The first program, called the Medicare Health Support Program, is authorized under the Medicare Modernization Act, Section 721. Mr. Kuhn said that as part of this program, eight pilot sites were launched between August 2005 and January 2006 and are now up and running. The program uses a variety of secure-messaging technology models, including home monitoring for self-care and the collection of vital signs and symptoms.
The second program, called the High-Cost Beneficiary Model, includes a group of six pilot sites, two of which are up and running. This program uses secure-messaging technology as part of a population-based approach to care. Mr. Kuhn noted that using a population-based model presents certain challenges. To illustrate his point, he described a hypothetical case in which a physician has 20 patients with chronic conditions but only 3 can be included in a population-based demonstration, suggesting that physicians need ample opportunities to deploy secure-messaging technology to see meaningful returns. 

The first of four reports of results from the population-based model should be ready by January 2007, said Mr. Kuhn, and so far, the model seems promising. The opportunity for savings is enormous, he pointed out, at least in the Medicare population, where 24 percent of beneficiaries consume 75 percent of the resources.

Mr. Kuhn added that to date, there have not been any real barriers to implementing the technologies used by CMS. He explained that this may be due to the fact that these are startup programs and they are benefiting from a lot of collaboration, sharing of best practices, and “a real can-do spirit.” 

Eric Larson of Group Health described a system of secure messaging used by his organization. The system, called My Group Health, was developed on a primary care, patient-centered model about 3 years ago. In the My Group Health system, the primary care physician is automatically engaged in the process of secure messaging. Secure e-mail is combined with electronic prescription refills and appointment making. Recently, the system has been enhanced to include a PHR. Group Health now has over 100,000 of 500,000 eligible patients using My Group Health, and the most common users are people with chronic diseases, including Medicare enrollees who have chronic diseases. The data around the use of automated telemetry for blood glucose and electronic transmission of blood pressure results are particularly promising. Group Health is interested in sharing this model with the larger community to encourage widespread adoption of the technology. Dr. Larson noted that secure messaging works best as a widespread utility. Group Health currently is working toward a non-disease-specific model to address more effectively the issue that many patients suffer from multiple chronic conditions.

Following these program descriptions, the group discussed the issue of offering incentives to physicians to encourage greater participation in pilot programs for secure messaging. The following summarizes major points, questions, and suggestions from that discussion:

· For some physicians, having a tool that encourages the patient to follow the physician’s orders is an incentive in itself. 
· CMS has been approached with ideas about creating a pay-for-performance remuneration system for the physician. 
· The American College of Physicians just released a proposal on the topic of incentives within the last 2–3 weeks; the workgroup might want to look at this proposal. 
· The interest in participating in the secure-messaging process among physicians is highly variable. 
· One barrier to adopting a secure-messaging process may be defining a proposed model of care. 
Barriers 
As one who works within the insurance company framework, Mr. Nair noted that he finds the issue of physician remuneration to be a major challenge. In many ways, he said, the nature in which physicians are reimbursed drives how they perform. Regarding the issue of confidentiality, Mr. Nair reported that most patients do not know that they own their own health record. He sees this not only as a barrier to the implementation of secure messaging, but as a more general barrier related to confidentiality and the ownership of health records that remains undefined. Finally, Mr. Nair noted that there is a need for common rules of engagement around secure messaging to address questions such as how physicians engage patients using secure e-mail, patient health records, or telemetry of key data.
Mr. Rideout commented that reimbursement of physicians and other caregivers for using secure messaging represents a big hurdle. Mr. Rideout pointed out that about 90 percent of the secure-messaging traffic he has seen is nonclinical and noted that it is important to have structured messaging so reimbursable communications can be separated from administrative communications. Mr. Rideout added that in his view, the legal risks are more perceptual than actual. He pointed out that, in fact, some malpractice carriers are reducing rates for physicians who use secure messaging instead of phones, because it is a structured communication. 

Mr. Rideout identified another barrier related to workflow in the physician’s or caregiver’s office. He explained that if you do not get to a secure-messaging use rate among patients of at least 20 to 30 percent, it creates additional workflow. He suggested it is really the “power users” who find secure messaging beneficial, because they actually change the way their office work flows to accommodate and use the new technology. Mr. Rideout argued that physicians who effectively use secure messaging find that their work with patients who come into the office become more focused, because they are handling many of the less significant issues via secure messaging.

Legal Issues 

Dr. Barrett asked the group to identify legal issues surrounding secure messaging. One Workgroup member noted that secure messaging will lessen legal liability. One of the fundamental weaknesses of physicians’ defense in court, he said, is not that they did not do what they say they did, but that they never documented it. In the absence of the documentation, the plaintiff’s attorney and many juries assume that the doctor was negligent. Secure messaging provides documentation that currently does not exist with the telephone or in a casual, undocumented conversation in the doctor’s office. The member added that when telemedicine began back in the 1960s and early 1970s, people were concerned about what malpractice carriers would think of it. Today, many plaintiff malpractice attorneys say that not using telemedicine to get a consultation will make a physician more liable. 

The legal issue has to be addressed, said another member, especially with respect to perceived liability. Many physicians believe that messaging will create additional liability. 
A Workgroup member asked whether transactions covered by the Health Insurance Portability and Accountability Act (HIPAA) at CMS have presented legal issues. Karen Trudel of CMS responded that exchange of data via e-mail is not one of the transactions covered HIPAA. In terms of security standards, there is a requirement for appropriate protection of data in transmission, she explained. However, she noted that there is no requirement to encrypt e-mail traffic because CMS did not want to place a chill on communications that were already under way either between patients and physicians or among clinicians. Ms. Trudel suggested that if the physician makes a determination that using the open Internet is appropriate, provided the patient gives his or her approval and understands that the communication is not encrypted, this could be an adequate protection. 

Mr. Rideout commented that structured guidelines and prior knowledge and approval on the part of physicians and patients will reduce legal liability. He noted, however, that he has concerns about any system based on open e-mail. He argued that the nature of the clinical interaction should be based on confirmed information that both parties share before an actual office visit occurs – information regarding medication lists, problem lists, and actions to occur. This, he explained, would mitigate even further the legal liability of secure messaging. 

Dr. Barrett summed up the discussion of the legal issues by noting that the group is concerned about using a simplistic, open, e-mail communication systems, unless there is an understanding between the patient and clinician that it is an appropriate communication format. There was support for recommending an opt-in model and the use of secure e-mail. 
Patient Authentication

Dr. Barrett then asked the workgroup to discuss issues of patient identification and authentication. It was noted that a unique identifier would facilitate patient identification but some have said creating such an identifier would be impossible. One member noted that CMS is grappling with this issue currently and has yet to come up with firm answers or solutions. Similarly, a representative from the U.S. Department of Veterans Affairs (VA) noted that identification and authentication have been difficult issues for their My Healthy Vet Web portal, delaying access to features the VA had hoped to provide. Currently in the VA system, patients need to come to medical centers to be authenticated before receiving access codes for entering the system. The VA uses the patient’s Social Security number as the unique identifier. Other members agreed that the issue of patient authentication is critical. 

Other Potential Barriers

Mike Crist from Laboratory Corporation of America mentioned that labs are restricted to delivering lab results only to the ordering physician. 

Definition of Secure Messaging

Mr. Trenkle suggested the group discuss which of the definitions of secure messaging they would recommend: secure e-mail, PHR, or automatic telemetry. Dr. Barrett pointed out that if one looks at the definition of secure messaging in the specific charge, the group is almost bound to look at secure e-mail. 

Other members agreed that secure e-mail should be the focus of the group for the specific charge. It was noted that clinicians tend to think of secure messaging as a form of e-mail involving a Web portal in a secure environment. The other two modalities (PHR and automatic telemetry) are important, but they do not fit the concept of secure messaging that most people have. Dr. Larson suggested that the group consider the possibility of integrating the other two elements later on, especially automated telemetry around chronic disease management. He noted that this could promote more effective care. Mr. Kuhn asked the group to consider whether clinicians would want to be limited to one type of communication as they try to deploy resources. The point was made that certain elements of a breakthrough could be brought into the broader charge that might not be possible within the 9-month window the group has to achieve the specific charge.
Outcomes

Mr. Nair raised the question of how the Workgroup’s recommendations for secure messaging would improve patient outcomes and how those improvements would be measured, suggesting that improving patient outcomes should be an end goal of the process. He noted that one outcome might be a reduction in the number of hospital stays or physician visits. In other words, the use of secure e-mail could reduce patient-physician office visits and improve outcomes, said Mr. Nair. Dr. Barrett concurred, adding that secure messaging is a component of proactive rather than reactive care.  

In a prospective trial of secure messaging undertaken by Cisco Systems, Mr. Rideout explained that there was a reduction in the per-member-per-month cost in the treatment group versus the control group, when measured in terms of the number of office visits and downstream costs of emergency room visits and prescriptions. Mr. Rideout suggested that the group consider the benefits to treatment compliance in addition to cost reduction or cost avoidance. He said that more frequent interaction between a caregiver and a patient, for a newly diagnosed depressive patient, for example, could improve treatment compliance. 

Quality vs. Savings

The question of quality versus costs was raised when one participant asked, “What if the approach dramatically improves quality and slightly increases cost? Is that a target of the group?” Dr. Sanders replied that the group might want to look at the report from a 1999 Institute of Medicine evaluation of telemedicine, which may be relevant to this question. Dr. Barrett responded that, from an employer perspective, any cost increase is unfavorable. He explained that if you implement a system that increases costs, “it merely gets you to the cliff faster, so you fall off sooner.” Dr. Barrett added that the system cannot afford or absorb greater cost increases at a more rapid rate than it already does.  
Dr. Sanders pointed out that most Fortune 500 companies do not calculate in the cost of being absent from work for health-related reasons. This raises the question, “What if the need for office visit is reduced or eliminated, and the employee’s productivity increases?” Even though the bottom-line insurance costs may increase, he explained, loss of productivity could decrease dramatically. Dr. Barrett replied that you cannot get around the fact that if the medical care costs continue to increase as a percentage of GDP, the system will go bankrupt, regardless of any increase in productivity. He noted that the General Accounting Office says the system will be bankrupt relatively soon with the current assumptions, which everyone agrees are inaccurate and too optimistic. Thus, there have to be some savings, he argued, and one hopes that quality and savings can occur in parallel, without having to choose between one and the other. 

Several questions and comments were shared regarding the issue of how the secure messaging would be financed. These included the following:

· If secure messaging is integrated with other components of care, isolating the cost savings associated with secure messaging becomes a challenge.  
· Are you paying for a higher standard or a clinical outcome? 
· CMS is grappling with point-of-contact testing. For example, a physician wants to check a diabetic patient’s hemoglobin. Getting a lab test might take some time. Point-of-contact testing might allow a test while the patient is in the office, and allow the physician to give a better care plan because the results are immediate. Is it advantageous that the Medicare program pays the physician a higher rate to achieve a better outcome for the patient in terms of controlling their hemoglobin, or does this increase costs unnecessarily? 

Licensure

Dr. Barrett raised the issue of State licensure as a possible barrier. As an example, he asked if an Idaho doctor can practice medicine in Montana. Dr. Sanders replied that if the doctor is Montana-based and the patient is in Idaho, it would be illegal. He added that until telemedicine came along, no State licensing board cared about this, but it became an issue when care providers charged for giving advice to patients over State lines over the phone. Dr. Sanders added that from a strict legal standpoint, the practice of medicine only occurs at the physical location of the patient. Thus, technically, State licensure should not be a barrier, but it is an issue.

Financing 

Dr. Larson commented that if the group’s goal is to expand the use of secure messaging, members should proceed with the idea that it will reduce costs. He noted that reduction of cost depends somewhat on how secure messaging is financed. The group could make a strong statement, based on evidence, that secure messaging will reduce costs because of the efficiency that is intrinsic with asynchronous communication and the very likely probability that some of the related approaches for chronic care monitoring are going to lead to better outcomes. 
Dr. Bell noted that removing costs from the health care system involves removing income as well, which various stakeholders will resist. Dr. Barrett suggested that the group consider reducing the rate of growth of costs in the health care system, rather than reducing costs. Dr. Larson said, “We don’t believe we can reduce costs. We do believe we can reduce the rate of growth.”  If the rate of growth can be reduced to below the rate of inflation, the total cost continues to grow but not at a double-digit rate, noted Dr. Barrett. The rate of growth of total cost may slow down, which is quite different from taking income out of the system. 
Speaking from an employer’s perspective, Andy Mekelburg of Verizon pointed out that the current trend is to push toward more individually accountable health care, to empower consumers to know how much money visits and procedures cost. He asked if a consumer with secure messaging capability could pay a fee for each e-mail transaction with a physician. In this case, the consumer would address some of the reimbursement issues surrounding the adoption of secure messaging.
Population-based vs. Provider-based Approach

The group then discussed approaching the specific charge from a population- or provider-based focus. Dr. Bell remarked that talking about patients with chronic illness suggests a population-based focus. Discussions of reimbursement often imply a provider- or physician-centric focus. One member noted that at the VA, there is no real dichotomy between population- and provider-based approaches, because any approach involves all patients and physicians within the VA’s closed system. Modeling a breakthrough on this type of system, it was noted, the group could target a specific group of physicians and their patients within a certain geographic location. 
Mr. Nair suggested that insurance companies would tend to see this geographic-based approach as an advantage. He noted that a geographic-based approach might work more easily in smaller communities than in larger ones, where multiple payers are involved. Mr. Nair further suggested grouping health care consumers who have both a propensity to interact with their physicians in a secure messaging environment and have a basic level of health literacy. He urged the group to consider a set of correlated diseases in a geographical area with a group of providers who can work together. The model could involve engaging primary care physicians, cardiologists, endocrinologists, and/or nephrologists and could encompass a number of chronic illnesses. 

Mr. Rideout suggested that the Workgroup make recommendations for a geographic-based secure-messaging program. He noted that disease-specific opportunities then could be identified with a given geographic area. Mr. Rideout suggested that it might be valuable to look at a certain age group of patients within a practice and analyze outcomes related to secure messaging to ascertain which ones are well, which have a single chronic disease, or which have multiple diseases. He noted that people with multiple conditions make up a small fraction of an individual medical practice but require a large amount of care. The real value of secure messaging may occur in this group, he said. 

Dr. Sanders remarked that the group should be aware of the work of Jack Wenberg at Dartmouth, who showed that there is tremendous variation in both quality and cost of care for a specific disease depending on where in the country the patient lives. He suggested that the group work with several different geographic areas. 

Dr. Bell noted that several communities around the country have Regional Health Information Organizations (RHIOs) already in place. She suggested that the group consider working with mature RHIOs, which have a defined governance structure, input from multiple payers, and protocols for data sharing. The group agreed with this approach


ACTION ITEM: 
Mr. Kuhn will find out whether CMS has similar types of 





programs working with RHIOs.  
Workgroup members suggested several organizations/arenas that could be approached for a pilot study. These organizations included: 

· Kaiser, which has about 3 million patients (1 percent of the population), is geographically concentrated, and is well-automated
· Two similar types of RHIO out of the approximately 20 that are fairly well-developed
· A project called Improving Chronic Illness Care, funded by the Johnson Foundation, that is located in many communities around the United States and that emphasizes empowering patients toward self-management.
· A set of Medicare demonstration projects called the Physician Group Practice Demos that deals with patients holistically, with a true focus on the chronic disease
· Group Health. 

Mr. Trenkle summed up the discussion by saying that the group needs to build on what is already occurring, including Bridges of Excellence and some of the CMS demonstration programs. 
ACTION ITEM:
Dr. Bell will put together a list of some potential opportunities or existing infrastructures from examples across the country, drawing from the U.S. Department of Health and Human Services (DHHS), journals, and informatics groups among others. 
Consensus: The group will take the geographic-based approach. Results from an existing infrastructure scan will be used for recommendations about the widespread use of secure messaging. A decision about focusing on specialties or illnesses will be made later, once the study areas/populations have been identified.

Dr. Barrett raised the issue of standards and interoperability. The Community has a charter to foster interoperability, and private industry is trying to achieve the same goal. Dr. Barrett asked if there are there stumbling blocks that need to be considered. The question becomes, said Dr. Bell, to what degree does the medical information being shared via secure messaging need to be interoperable with other systems? Incorporating the secure e-mail into the electronic health record is one example, and it will require a set of standards around text messaging and how it is incorporated into the record. 

ACTION ITEM: 
Dr. Bell will do some more research on this and put it on the 




agenda for the next meeting. 
Consensus: Although there are advantages to linking secure e-mail messaging to other functions, such linkages are not necessary to carrying out the specific charge. 

Consensus: “Secure messaging” means free-text e-mail that is transmitted in a secure environment, as opposed to secured, structured e-mail. 


ACTION ITEM:
Dr. Bell will summarize the Workgroup’s recommendation in 




a presentation to be delivered to the Community at its March 7 




meeting. 
7. Next Steps
Dr. Bell and the Health Information Technology Policy Council will prepare brief presentations for the next round of Workgroup meetings on its function with respect to the to the workgroups.
Dr. Bell and the Office of the National Coordinator (ONC) staff will prepare brief summaries of all four workgroups’ activities so that Workgroup members may see the relationship among the work of the four groups.   
Dr. Bell and the Co-chairs will develop a presentation of the Workgroup recommendations to be delivered to the Community at its March 7 meeting.
Dr. Bell and the ONC staff will identify possible solutions and possible tools and populations that can be involved in the course of the year.
Dr. Bell and the ONC staff will prepare the project management overview of how the workgroup will need to meet certain milestones in order to meet its deliverables toward the end of this year. 
ONC staff will distribute an updated list of workgroup members, addresses, and contact information. 
8. Public Input 
There was no public input at the end of the meeting. 

9. Adjourn
Mr. Trenkle adjourned the meeting at 3:55 p.m. 
Next meeting: March 22; the group will move quickly to the broad charge.

Announcement: The April community meeting has been rescheduled for May 16. 
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